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Configure Microsoft SQL Server for SQL-Authentication

System requirements

e Microsoft SQL Server or Microsoft SQL Server Express Edition

e SQL Management Studio Express

Microsoft SQL Server Express Edition as well as the SQL Management Studio Express can be
downloaded free of charge under the following link:

http://www.microsoft.com/en-US/download/details.aspx?id=42299

Database configuration for SQL-Authentication

1. Start SQL Management Studio and connect to your database

all Connect to Server
Microsoft SQL Server 2014
Servertype: Database Engine W
Server name: WMMSQLEXPRESS) ]
Authentication: Windows Authentication v
INLOOX buchnar

Cancel Help Options ==

2. Right click on the entry of the server in the list and select Properties in the context menu

dn Object Explorer Details - Microsoft SQL Server Management Studio = =
File Edit View Debug Tools Window Help

Pl el S | NewQuey (RS 4 AR -0 -E-E 6] » |1 2

Oy porr T [obecbroeroe < I

Connect~ 3 3 w 7 F] 5
[ERTY C5-YINSOLEXPRESS (SQL Server 12.0,

@@ Z T 7S search | -]
€5-VM\SQLEXPRESS (SOL Server 12.0.2000 - INLOOX\buchner)

® Connect...

mE W Mame Policy Heslth Stste
B0 Resicters (3 Databases

= . ——— (3 Security

. ] [ Server Objects

Activity Monitor 3 Replication

(23 Management
Start

Stop

Pause

Resume

Restart

Policies 3
Facets

Start PowerShell
Reports 3
Refresh

Properties
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3.

In the dialog click on Security.
Select SQL Server- and Windows-Authentication

N

'Seleciapﬂ_p

A4 General

12 Memory

%A Processors
e

| Connections

| #A Database Settings
1% Advanced

| Permissions

Connection

Server:
CBVM\SQLEXPRESS

Connection:
INLOCX buchner

3¢ View connection properties

Progress
Ready

4. Click now on OK.

Server Properties - C5-VM\SQLEXPRESS
5 Seript [ Help

Server authentication

) Windows Authertication mode

(®) S0L Server and Windows Authertication mode

Login auditing

) None

Failed logins only

) Successful logins only

() Both failed and successful logins

Server proxy account
[] Enable server proxy account

Options

[] Enable C2 audit tracing
[] Cross database ownership chaining

Cancel

5. Click now on Security- > right click on Logins- > New Login

Object Explorer Details - Microsoft SOL Server Management Studio

File Edit View Debug Tools Window Help
Pl e ] S NewQuey ([ itk | H 0 B 9 - 0 -GGl b

| 2% <

- cIEN

O Eplre ~ 3 [ objea gl oecats < I
oLt R @@ & T 2B Search |
B [ C5-VMNSQLEXPRESS (SOL Server 1204 5\ o) EXPRESS (SQL Server 12.0.2000 - INLOOK\buchner\Security\Logins
[ Databases
= A Security Name Create Date Policy Health State
=] LJE'!‘ o | & #EMS_PolicyEventProcessi., - 20/02/2014 20:49
L [l B, £MS PolicyTsqlExecutio.,  20/02/2014 20:49
f‘ Filter 4 & INLOOX\buchner 18/03/2015 10:13
r S & NT Service\MSSQLSSQLEX...  18/03/2015 10:19
y A T SERVICE\SQLWriter 18/03/2015 10:19
y Reports 4 & NT SERVICE\Winmgmt 18/03/201510:19
F S A NT-AUTORITAT\SYSTEM  18/03/2015 10:19
r A sa 08/04/2003 09:10
& sa g
R ORPER R #5] VORDEFINIERT\Benutzer 18/03/201510:19
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6. Select SQL Server-Authentication in the next dialog and enter a user name and a password.

Deactivate Enforce password policy
Select InLoox as standard database

d

Selecta page
A General

2 Server Roles
f User Mapping
4 Securables
1A Status

Connection

Server
C5-VM\SGLEXPRESS

Connection:
INLOOX \buchner

7 View connection properties

Progress
Ready

Login - New

5 Script - L'j Help

Login name: InLooxLser Search...
) Windows authentication
(®) SQL Server authentication

Password:

Confirm password:

[] Enforce password policy

() Mapped to cettficate
() Mapped to asymmetric key
[] Map to Credential

Mapped Credentials Credential Frovider
Default database inloox v
<default> v

Default language

7. Click on User Mapping, select the database (InLoox) and set the permissions public,
db_datareader, db_datawriter, db_spexecute. Accept with OK.

d

Selecta page
1A General

% Server Roles
124 User Mapping
1% Securables
&R Status

‘Connection

Server:
C5VM\SQLEXPRESS

Cannection
INLOOX buchner

7 View connection properties

Progress
Ready

Y

Login - New

S Script - L’j Help

Users mapped to this login

Map Datsbase User Default Schema
InLooxlser
O
O
| msdb
] tempdd

Database role membership for: inloox

[] db_accessadmin
[] db_backupoperator
7 db_detareader

[¥] db_datawriter

[] db_ddladmin

["] db_denydatareader
["] db_denydatawrter
[] db_owner

[] db_securtyadmin
[¥] db_spexecute

[#] public

Cancel

8. Right click on the entry of the server again and select Restart. The SQL Server will be restarted and
the authentication settings are used.
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Create a connection key with the System Manager

Download the System Manager from:

http://www.inloox.

com/support/downloads/additional-software/

1. Start the System Manager

2. Select the option Connect

3. Specify the server name, select username/password and enter the user name and password which

were created

before.

v

Authorization

InLoox PM 9 System Manager
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Database
Server type Microsoft SQL Server v
Server name ¢S-vm\sqlexpress v
Database viig

Integrated security

®) Username/password

Username  UserName
Password  sesssen q
Additional
parameters
Test Connection < Previous
4. Click on Create Connection
InLoox PM 9 System Manager

G
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You can now continue with saving the database information as connection file or registry file or
establish a connection with the database information.

Path

@) Save database information as connection file (connect.info)

Save database information as registry file (*.reg)

Set connection for InLoox PM

Set connection for InLoox Web App

< Previous Next >

Next >
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You have 4 possibilities now:
e You can store the connection key as Connection File, which you can use for new client
installations. Simply put the generated file into the installation folder.

e You can also generate a Registry Import File. It can be used to change the database on existing
clients. Make a double click on the generated file.

e Save the new information directly into the registry of the current client.

e Save the new information for the InLoox Web App as connect.info. Simply put the generated file
into the installation folder of InLoox Web App. Thereby use the subfolder “Configuration”.

The option Database Configuration enables you to check whether the user has all necessary
permissions for the database.



